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1) UFEFEEOWFRRIRIZOWT
(*) Excellent () Very Good () Good () Fair () Poor
FRIZZ2 L

2) BEMREMNE OFREENIOWT
(*) Excellent () Very Good () Good () Fair () Poor
FRIZZ2 L

3) HEWZREMBB O EERIZOWT
(*) Excellent () Very Good () Good () Fair () Poor
FRIZZ L
4) MW OBEF VG EDOERIRTUZ OV T
(*) Excellent () Very Good () Good () Fair () Poor
FRIZZ L

5) EPRILFENITE - SN - EEBE B OEKIZOWT
(*) Excellent () Very Good () Good () Fair () Poor
FRIZZ2 L

6) FLFEFH - LFEFFERSEB O FEREIZ DOV T
(*) Excellent () Very Good () Good () Fair () Poor
B2 L

7) ZOMh, BAEWNZI XS

BREGRMEL X 2 TR AT AMEETIE, [F2) 74 P AT AOHKFEWEEL [HE
A a—74 T [BHEEREF2) 74 ] 250 aT7E L, RL - BEOHEEE L
BN=F7x27XFa) 74 EMOFERIZKE CFG LTV 5, RIFIEED BRI FM 7512
BEST, FELoOLFENZE, FFlEZz E2 @ U CEERICOFST 5 2801, BETBUFHE
G5 DL R - B L. WSl oY) 2 SRR - B AL - BT AT e Y 2
7 b (CRYPTREC, #¥% (NICT), ### (IPA) R 7Oy =7 b) IZBWT, EFH
WO T DRESHAMAA KT A4 Y ORBIZEERELE LTEDLY, [BE] ~NOFERD D% vy,
MM EEORFET REERELE LTI, NPT 2 T7EF2 )T 1D TH 77 L VAT
& % Cryptographic Hardware and Embedded Systems (CHES) Z#k#: L T SRR & T
WAL EDNEITENG, £72, 2014 FFICIIRISETREF R LCE LG SN TnD L2, K
M SC#03% 1% CHES 12 8 W T H AR AME— Steering Commiittee b D TH Y L EIEIZ D /N—
Fo272Fa2) 74 0HOTLICHLIMAZETHLEER L. GHROENNON-FT 2T
¥ ) T A RS EEZEIL T S E2MRT 5.
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1) BREMREEDOMIZERRIZONT

(*) Excellent () Very Good () Good () Fair () Poor

W55 Bl & o & L2 RIBR O F 2) 74 HFICB LT, TNA AL Y AT A TF
V= a YRS AIREV MYy 7 ZOWZEICH) ATV S, B2 E . £
To¥ES DR EMN R OGEE B L OEES#E L EA TR ME L T b, X2 74
VAT LDORREEMREEICE T A0 (ZHERRICHEZEE oD, TOARELTEK - £
A 7ra 7 REEERRBROREHELZ B L Cnwb, RIIWAFE Ny 7 A TH D5,
IR CHGELAZZIIE R 2 A £ ICHEE L, AN LR E B Tw5, [KFara—T7 4
YT A5E] & [EBESRE T2 T 4SBT AR Tl ERREI OB 2
WD & & REE & f 725G O ZE R & iR ICFEE L T b WM ORF7EEE b it 5
B by TOWZER RSB SN T2 ERED LN D =4EH (2016 ~ 2018) 12254l Fm 3 14 7.
JEEE R OC & 5 29 i & BRI R 5 . B L OGN S EBREH 16 F L S8 %
ML OFTEREOSR SN TS, TNE DWFFEIEEI O EREIZ DWW TE 14 [0l H RS E
% 50 [ THA i B EHE . German Innovation Award Gottfried Wagener Prize 2018, &% %
HLTBY., BEMLIED O S FHRLIERR TH S Z EDHITE 5,

2) YEMREEMEEOEXEIIIOWT

(*) Excellent () Very Good () Good () Fair () Poor
Bt F 2 71 BWICHEST 2 ENB L MBI OAMFARICB T EEREE 2H - T
Wh, EDDIF. N—=FT T X)) T4 5B T R E I ES T 545 International
Workshop on Cryptographic Hardware and Embedded Systems (CHES) 2017 ®» 71 "5 4
ZERZBOZERIFTHITE 20 BRESBHIZKIMNZ) =5 —2 v TOELPEPLNL TR EIR
MTH B0, UEMAEZOREHEXAMEAB L II 2 =7 A M THEILRFENNZ5ET S
CLIL), HANPSF/EINTVL I LDIHLETH L, EINFXIIBWTLASEMER
ELTHEBHLTED, Hnilto) =4 —L LTHAZIHL T,

3) LEMEEHEEOHEHEBIZOWT
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(*) Excellent () Very Good () Good () Fair () Poor

Tt F ) 7 1 HA 2B L CHE R SEIARO 5N 5, HEHEHIZE VT, TP
A T8 - Misz B 2 72 FERIEREEREH A v b7 —2 (enPiT)] BT H—Fox
TEFa) T4 pHOEMEE TSI AZEM L, SMRFEDOE S OFAEIZER LTS,
TOT G AMETHEDOMRED SV EIBITAEEE LT, BBE - BIFEEED T TR
W B OER T 2 ED. & 5 WIIH BB OB)IR) & B 5~ CRYPTREC B i &F
MEBSEFORE T L., TBEER T —F 2 7OFELHOTVL, TOM, HARZ

oy, [EHORENTZErERE . RESERA AR GIIZERT. IHHULHEHEERRE, FICB I HMER L L
TOZFBREHICEML TWb, TNHDZ &b, BEpHOHENRY) —F— & L THEME
BN L T\ 5 EHIB T & 5,
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4) MUWIEE OBEFHIEEDOERIRIUIZ OV T
(*) Excellent () Very Good () Good () Fair () Poor
THHREF 2) 7 1 B ICBE T 2 PR G2 BE CEEL T D, & )b, KM
WIRIZ BT, Bt a - JBIEsE (A) obffefEF & LT, 7o 7 REMNES
R L 7P ZE AR A8 e L CHRIRES N T 2 Z L I3HFET RE L E 2 5, WIEEREK E 23kt
L CRHAM R B i &2 5 L T\ b, F72, ZEIREICB VT, &3 L OLFEZER T
M X 2 FEB o, B X UOBEATICEIER 70y 27 borEifsEE & LT
WeE 2 R L TWwb, 512, MIERICREETE L72HEWHEEIL JST & 25T HIEOZE
FELELTHIRESN TS, 20 X912, WREOFMIGE) = A IZHEET 27200 EEe%
BELTWD LT 5,

5) ERELFEDIZE - SN - EEHETHE O FEFHIZOWT
(*) Excellent () Very Good () Good () Fair () Poor
B F 2) 7 4 BN E T ARWICHERLEELZ S LTV 5 Telcom ParisTech %
Katholieke Universiteit Leuven ZDf%EF — 4 & EESSL[FEIRFE % fk e L T b0 BT O FEHF
EB LU R PAEOHEFMIC X 2 FEMEOER L ERETH ) . EEILERLOTAT
OB oTW5, BNIZBWTYH, BHREN. R, SREmAFRKSY. NTT. =ZERK,
FERHE, SFEOTEHR Y F 2 7 1 WFZE0 B O AR & BRI ERE L, BRMRE eIl L 5%
FLILEMIZER enPIT 12 L 2 BB EE 2 BH L T\ 5, ERRILFEAIZE - dHEERToE - S
BN OWTHIRAWEREZALTWDEER D,

6) ILREFH - LFEFFERAEE O FERIZ OV T
(*) Excellent () Very Good () Good () Fair () Poor
RIIE (5) (ZRCHR L 72 EIRS S R0 E N EHE 12 B\ TESGEF T O L FF A - L E DR
SIS OHIE A TEH LT 5b. BEAKIZIE, Telcom ParisTech % KU Leuven ®#¥ 8 % #1% L
TWEBE 70 7 7 2% E L. ENEERBEONEE R FAE L LR T 2HEL LTWwa, £
7z WHIEEC & 2 EINIEgEE & oEE» 5, LFEOMERESLMERESITHONL TV L, 20
Loz, HEFMA - REFZERAIEEIC oW TEEN D O FENN 2 IGBEE LT H T 5 T
&5

7) oM, BERZRT AN
MRS OE TMAEEDPEET 2RI RMEREL LT, L VbIN—Frz7tFxa)
T A b LB F 2 7 4 EIC BT B R 2 A G B R AR C S o SRS
M e L TOBEKMBEMIEIT 225 L. Il oT808 fih & & IR E Ok E 2
1) ZepmdHfEEn g,
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1. How would you evaluate the research activities in this period?

(*) Excellent () Very Good () Good () Fair () Poor
The level of production is remarkable. The most recognized journals and workshops are targeted
with great success. The research activities are split into two main topics: cryptographic computing
and electromagnetic information security, where the team produced pioneering research results in

both domains.

2. How would you evaluate the activities of the members in the laboratory for the academic societies?
(*) Excellent () Very Good () Good () Fair () Poor
Prof. Homma is one of the leading international researchers in the field of Hardware Security. This
is evidenced by his numerous invited talks and his contribution at international level, notably for the
CHES conference which is the most recognized in the domain of Hardware security, but also CARDIS
and PROOFS workshops. The assistant Professor Rei Ueno is a proficient researcher which is now a

security expert for optimizing the cryptographic implementations.

3. How would you evaluate the contribution of the laboratory to society?
(*) Excellent () Very Good () Good () Fair () Poor
The main research topics, cryptographic computing and electromagnetic information security
presents a great societal interest where the laboratory highly contributed. Indeed the cryptographic
implementations are used in all our pervasive digital connected devices, and the understanding of
electromagnetic emanations is fundamental in order to improve the privacy of the users.
The scientific results of the team greatly enhanced the security against physical attacks, the
complexity to reduce the implementation cost, the privacy/confidentiality of secret data stored in

digital devices.

4. How would you evaluate the lab’s level of funding?
() Excellent (*) Very Good () Good () Fair () Poor
This strategic research field would deserve more researchers as the Hardware security represents a

vast topic with the emergence of IoTs, autonomous cars and other smart connected systems.

5. How would you evaluate the lab’s collaborative research, including international joint research and
collaborative education?
(*) Excellent () Very Good () Good () Fair () Poor
The team has strong international collaborations with Telecom ParisTech in France, and KUL in
Belgium. There were many visits for long periods in Europe and many european visitors came to

RIEC, thus allowing to maintain a high level of collaborative research.

6. RIEC is one of Japan’s “Joint usage/Research Center” or “Nation-wide Cooperative Research
Projects” institutes. How would you evaluate the achievements of work done under this framework?
(*) Excellent () Very Good () Good () Fair () Poor
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The collaboration with other Japonese laboratories is very fruitful, as evidenced by the numerous
publications in domestic conferences. The closer collaboration with NAIST and Kobe University
allows to leverage the collaborations at international level and target high ranked papers and

conferences.

7. Additional or overall comments
Overall, the laboratory has an impressive scientific production per researcher, and is internationally
recognised. The collaboration with other Japonese labs is also excellent. This proves the dynamism
and the research quality of the team. The strategic topic of Hardware security could even be
leveraged by an increase of researchers to take advantage of the team's international recognition

and the emergence of novel applications, as IoT and connected cars, and new technologies .
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